
 

 
 

Get the best training for your SABSA certifications 

Official SABSA partner 

ACTAGIS is an official SABSA 

partner for the organisation of 

SABSA certification courses.

 

The course 

This is a 5 days course (with a 

choice between the “Foundation” 

and “Architecture” modules), 

which combines the SABSA levels 

L1 and L2. 

 

 

 

Features 

 A comprehensive knowledge 

of SABSA – the best practice 

Security Architecture 

Framework 

 A detailed plan for defining and 

validating business 

requirements for information 

security 

 A strategy for creating 

enterprise architecture 

customised to your own 

organisation needs 

 Sample information collection 

and planning documents 

 A plan to gain support for your 

security programme including 

a method to engineer and 

model value propositions and 

benefits for security 

 An approach to managing your 

security architecture 

programme 

Benefits 

 Official SABSA Certification 

organisation 

 Mock exams with in-class 

correction for optimal 

preparation 

 Teaches you not just the ‘what’ 

to do, but also the ‘why’, ‘how’ 

and ‘when’ of the practices 

 Equips you with the knowledge 

and understanding you require 

to be able to practice 

 Provides practical insights to 

good practices and expertise 

Why ACTAGIS Academy© ?  

The training course is delivered in an interactive classroom-based environment by experienced professionals. 

ACTAGIS Academy© trainers have extensive expertise and experience in order to manage all service domains 

delivered by ACTAGIS. 

ACTAGIS Academy© is a Licensed Training Partner for the major trainings in its catalogue. In particular, it is an 

official SABSA Certification organisation. 

ACTAGIS Academy© 

SABSA Foundation Certificate course 

 

 

   

 

ACTAGIS Academy© 

training services for 

the preparation for the 

SABSA Foundation 

Certificate 
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What does the course 

cover ? 

The training course duration is of 

5 days and  

 Takes you through the BCM 

Lifecycle step by step, which 

sits at the heart of good BC 

practice 

 Provides practical insights into 

all aspects pertaining to the 

development, implementation 

and management of a BCM 

program within an organization 

through the use of case 

studies and real-life examples 

 Covers the six Professional 

Practices (PP) at Management 

and Technical Level that make 

up the BCM Lifecycle, 

including 

 

Passing the examination provides 

you with the possibility of applying 

a statutory grade of the BCI. 

The subject matter expert 

addresses the following modules 

 

Module 1 - Policy and Program 

Management (PP1) 

 Policy and Programme 

Management PP that is at the 

start of the BCM Lifecycle. This 

stage of the Lifecycle defines 

the organizational policy 

relating to BC and how that 

policy will be implemented, 

controlled and validated 

through a BCM programme. 

 

Module 2 - Embedding 

Business Continuity (PP2) 

 Embedding Business 

Continuity, which is the PP that 

continually seeks to integrate 

BC into day-to-day business 

activities and organizational 

culture. 

 

Module 3 - Analysis (PP3) 

 Analysis stage of the BCM 

lifecycle that reviews and 

assesses an organization in 

terms of what its objectives 

are, how it functions and the 

constraints of the environment 

in which it operates. 

 

Module 4 - Design (PP4) 

 Design stage of the BCM 

Lifecycle that identifies and 

selects appropriate strategies 

and tactics to determine how 

continuity and recovery from 

disruption will be achieved. 

 

Module 5 - Implementation 

(PP5) 

 Implementation stage of the 

BCM lifecycle that executes 

the agreed strategies and 

tactics through the process of 

developing the BCP. 

 

Module 6 - Validation (PP6) 

 Validation stage of the BCM 

lifecycle that confirms that the 

BCM Program meets the 

objectives set in the BC Policy 

and that the organization’s 

BCP is fit for purpose. 

 

 

What is SABSA? 

SABSA is a proven framework 

and methodology used 

successfully around the globe to 

meet a wide variety of Enterprise 

needs including Risk 

Management, Information 

Assurance, Governance, and 

Continuity Management. SABSA 

has evolved since 1995 to be the 

'approach of choice' for 

organisations in 50 countries and 

in sectors as diverse as Banking, 

Homeless Management, Nuclear 

Power, Information Services, 

Communications Technology, 

Manufacturing and Government. 

 

About ACTAGIS 

Active for over 25 years in the 

areas of IT governance and 

security, ACTAGIS' trainers and 

consultants offer their services to 

businesses to help them create 

value while reducing risk. 

During their professional life, the 

ACTAGIS' consultants have held 

senior management positions 

within large companies or IT 

departments. They are graduated 

engineers of the Swiss Institute of 

Technologies of Lausanne in 

Switzerland and own a MBA. They 

also have the following 

certifications: CISSP, CISA, 

CGEIT, CRISC, ISO 27001, ISO 

20000, ISO 27005 RM, CBCI and 

SABSA SCF. 

ACTAGIS, which is vendor-

independent, is active in 

international and government 

organizations and large Swiss 

companies, offering services and 

high-level expertise in the areas of 

value creation, risk reduction and 

audit. 

Learning objectives 

The top ten competencies 

developed on this course are: 

 Define information security and 

architecture and their role in 

the modern enterprise 

 Explain security engineering 

principles, methods and 

techniques 

 Describe the SABSA model, 

architecture matrix, service 

management matrix, and 

terminology 

 Describe SABSA principles, 

framework, approach and 

lifecycle 

 Use business goals and 

objectives to model information 

security requirements 

 Describe methodologies for 

business case development 

and enterprise value 

propositions 

 Apply key concepts and 

principles to the design of 

information security strategy 

 Define architecture 

governance, compliance and 

maintenance processes 

 Create a business attributes 

taxonomy 

 Describe security domain 

models and explain conceptual 

business trust models 

Target audience 

 CIO / CISO / CRO / CIRO 

 IT Strategists and Planners 

 IT Architects 

 IT Development Managers and 

 Project Leaders 

 Software Managers and 

Architects 

 Computer / Information 

Security 

 Managers, Advisors, 

Consultants 

 & Practitioners 

 IT Line Managers 

 IT Service Delivery Managers 

 Risk Managers 

 Internal and External Auditors 

Module F1: Security 

Strategy & Planning 

This module provides participants 

with a comprehensive 

understanding of how the SABSA 

framework delivers successful 

security strategy and architecture. 

Through a series of innovative 

presentations, case studies and 

workshops, you will develop the 

skills to use the most proven 

security architecture design and 

management processes and find 

out how to develop a 

comprehensive strategy for the 

creation of a security architecture 

that genuinely meets the needs of 

your organisation. 

Module F2: Security 

Service Management 

This module leverages the 

strategy defined in Foundation 

Module One to create the 

roadmap to design, deliver and 

support a set of consistent and 

high-quality security services. 

Covering the good practice 

lifecycle, participants will find out 

how to design, deliver and support 

a comprehensive security services 

architecture that integrates fully 

and seamlessly with their existing 

IT management and business 

infrastructure and practices.  


