
 

 

ACTAGIS Academy© 

training services to 

strengthen your 

company and boost 

your career  

 

Get the best trainings for world’s leading certifications  

ACTAGIS Academy©  

A platform for professional 

courses preparing you for the 

best-of-breed certifications. 

Our trainers are certified, and 

claim a comprehensive 

experience of over 20 years in 

governance IT, security and 

Business Continuity. 

We offer the following certification 

courses from globally recognized 

organisations such as ISACA, 

BCI, SABSA Institute: CISA, 

CRISC, CGEIT, CISM, COBIT 5, 

ISO 27001, ISO 27005, ISO 

20000, CISSP.  

You can choose between a 

standard formula and custom 

training plans. Courses can be 

provided at your premises or 

those offered by ACTAGIS  

Features 

 Based on best practices and 

internationally recognized 

frameworks 

 Aligned to international 

standards and frameworks for 

governance, security, risk 

management and business 

continuity such as ISO, ISACA, 

BCI, SABSA 

 Based on a modular and 

tailored approach 

 Provide an accepted 

benchmark against which the 

technical and professional 

competency of professionals 

can be effectively measured 

and examined 

 Delivered by approved 

instructors, all experienced 

professionals with proven track 

record. 

 

Benefits 

 Teaches you not just the ‘what’ 

to do, but also the ‘why’, ‘how’ 

and ‘when’ of the practices 

 Equips you with the knowledge 

and understanding you require 

to be able to practice 

 Prepares you for various 

certification examinations 

 Provides practical insights to 

good practices and expertise  

Why ACTAGIS Academy© ?  

The training course is delivered in an interactive classroom-based environment by experienced professionals. 

ACTAGIS Academy© trainers have extensive expertise and experience in order to manage all service domains 

delivered by ACTAGIS. 

ACTAGIS Academy© is a Licensed Training Partner for the major trainings in its catalogue. 

ACTAGIS Academy© 

Governance, Security, Risk & Business 

Continuity Trainings  

 

 

   

 



 

 

ACTAGIS Academy© 
 

What does the course 

cover ? 

The training course duration is of 

5 days and  

 Takes you through the BCM 

Lifecycle step by step, which 

sits at the heart of good BC 

practice 

 Provides practical insights into 

all aspects pertaining to the 

development, implementation 

and management of a BCM 

program within an organization 

through the use of case 

studies and real-life examples 

 Covers the six Professional 

Practices (PP) at Management 

and Technical Level that make 

up the BCM Lifecycle, 

including 

 

Passing the examination provides 

you with the possibility of applying 

a statutory grade of the BCI. 

The subject matter expert 

addresses the following modules 

 

Module 1 - Policy and Program 

Management (PP1) 

 Policy and Programme 

Management PP that is at the 

start of the BCM Lifecycle. This 

stage of the Lifecycle defines 

the organizational policy 

relating to BC and how that 

policy will be implemented, 

controlled and validated 

through a BCM programme. 

 

Module 2 - Embedding 

Business Continuity (PP2) 

 Embedding Business 

Continuity, which is the PP that 

continually seeks to integrate 

BC into day-to-day business 

activities and organizational 

culture. 

 

Module 3 - Analysis (PP3) 

 Analysis stage of the BCM 

lifecycle that reviews and 

assesses an organization in 

terms of what its objectives 

are, how it functions and the 

constraints of the environment 

in which it operates. 

 

Module 4 - Design (PP4) 

 Design stage of the BCM 

Lifecycle that identifies and 

selects appropriate strategies 

and tactics to determine how 

continuity and recovery from 

disruption will be achieved. 

 

Module 5 - Implementation 

(PP5) 

 Implementation stage of the 

BCM lifecycle that executes 

the agreed strategies and 

tactics through the process of 

developing the BCP. 

 

Module 6 - Validation (PP6) 

 Validation stage of the BCM 

lifecycle that confirms that the 

BCM Program meets the 

objectives set in the BC Policy 

and that the organization’s 

BCP is fit for purpose. 

 

 

Certificate of the BCI 

ACTAGIS Academy© offers the 

training course to prepare for the 

certificate of the Business 

Continuity Institute.  

This 5-days course is ended with 

the exam of the CBCI and 

guarantees a thorough knowledge 

of globally recognized business 

continuity best practices. Our 

trainers, with many years practical 

experience in implementation of 

program continuity in large 

organizations, are ISO 22301 and 

CBCI certified and have the MBCI 

statutory grade 

ISO 27001 LA or LI  

This courses provides the bases 

and knowledge necessary for 

individuals wishing to audit or 

implement an information security 

management system (ISMS) 

based on the latest version of the 

ISO 27001:2013 standard or 

willing to manage a team of 

auditors or implementers using 

traditional audit and project 

management methods and 

techniques.  

This training allows the 

participants, shall they pass the 

exam at the end of training, to 

apply for the status of certified 

ISO 27001 Auditor or ISO 27001 

Lead Implementer. 

About ACTAGIS 

Active for over 25 years in the 

areas of IT governance and 

security, ACTAGIS' trainers and 

consultants offer their services to 

businesses to help them create 

value while reducing risk. 

ISACA Certifications 

CISA: Certified Information 

Systems Auditor 

CISA is the only globally 

recognized certification in 

auditing, control and security of 

information systems. It benefits 

from an excellent reputation 

worldwide because its demands 

are high and identical globally.  

The areas covered are:  

 The audit of information 

systems (14%)  

 IT governance and 

management (14%)  

 The Life cycle of applications 

and infrastructure (19%)  

 The IT delivery and support 

services (23%)  

 The protection of information 

assets (30%) 

CISM: Certified Information 

Security Manager 

The CISM certification exists since 

2002 and is a new response to the 

market needs, aiming primarily at 

individuals responsible for the 

management of information 

security. The areas covered are:  

 Governance of information 

security (24%)  

 Risk Management (33%)  

 Implementation and 

management of a program of 

information security (25%)  

 Management of security 

incidents (18%) 

CGEIT: Certified in the 

Governance of Enterprise IT 

This certification is the result of a 

systematic development of the 

initiative launched in 1998 in the 

field of IT governance, when the 

Institute of IT Governance was 

founded. The areas covered are:  

 IT Governance Framework 

(25%)  

 Strategic Management (20%)  

 Benefits Realization (16%)  

 Optimization of risk (24%)  

 Value for money (16%) 

CRISC: Certified in Risk and 

Information Systems Control 

Addresses both business and IT 

risks and its two-fold: 

implementation and monitoring of 

IT internal controls. Covers the 

following areas:  

 Risk identification and 

assessment (31%)  

 Risk response (17%)  

 Risk Monitoring (17%)  

 Design and implementation of 

IT controls (17%)  

 Monitoring and maintenance of 

IT controls (18%) 

SABSA  

These 5-days SABSA courses 

cover, depending on the chosen 

module, the F1, F2 or A3 levels. 

The reference framework and best 

practices (Sherwood Applied 

Business Security Architecture) 

propose a methodology for 

implementing security solutions in 

a cohesive and urbanized way.  

SABSA is based on a model 

covering the entire life cycle of 

information systems: Strategy, 

Concept, Deployment and 

Operations. SABSA ensures that 

the security needs of your 

business are completely covered 

and that the security services are 

designed, made and supported as 

an integral part of your information 

system. 


